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ABSTRACT

To better understand social behavior in online spaces, this research models and analyzes
social network interactions based on graph theory concepts. In order to reduce complicated
linkages within a big dataset and analyze small-scale interactions, data were first gathered
from a sample of 10 students. Friendships, group memberships, post production, response,
and messaging were the user behaviors that were focused in the study. Expanding upon this
first investigation, a more substantial real-world dataset was collected from 221 college
students using a structured survey. The data set was used to construct a Facebook network
model with 221 nodes and 698 edges. The nodes stood for people, posts, and groups, while
the edges represented four different kinds of relationships: friendships, responses on posts,
group memberships, and messages. Gephi, a free and open-source program for visualizing
and analyzing networks, was used to build and analyze the model. In order to reveal the
fundamental patterns of connection and community development, a number of analytical
parameters were used. These included visual interpretations, structural features, network
metrics, and temporal dynamics. The results provide important insights into the dynamics of

user interaction on online platforms and show how well graph-theoretic models can expose

the structural complexity of social networks.
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I. INTRODUCTION

To comprehend the dynamics and structure of human interactions in digital domains, it is
vital to model and analyze social networks using graph theory. Complex systems made up of
people and their interactions may be efficiently shown by mathematical graphs; this is
especially true of social networks like Instagram, Twitter, and Facebook. In this model, every
user is a vertex or node, and the connections between them, called "edges," reflect things like
friendships, likes, comments, and message exchanges. Thanks to this level of abstraction,
researchers may apply the tried-and-true ideas of graph theory to the study of complex social
systems. The graphical model is useful for seeing the structure of the network and measuring
several structural aspects that characterize the ways in which nodes communicate, exchange
data, and impact one another.

Graph theory offers a methodical approach to investigating several facets of social
connectedness, including clustering, community formation, centrality, and more. Using
centrality metrics, one may find out which nodes in a network are the most significant or
influential. Consider degree centrality, which tracks a person's number of direct connections,
and betweenness centrality, which finds people who link distinct groups. The centrality of a
person's closeness to other nodes in the network indicates the ease with which they may
disseminate information to other nodes. If we want to know how information, ideas, or even
fake news travel on social media, we need these measurements. Similarly, clustering
coefficients show how people like to flock together, and community discovery methods find
sub-networks or clusters that have plenty of internal connections but few exterior ones.
Research like this helps shed light on topics like group dynamics, social cohesiveness, and
the rise of echo chambers in online communities.

Understanding how networks change over time is another benefit of graph-based research.
Because people join, depart, and create new connections all the time, social networks are
dynamic and ever-changing. Researchers can see patterns of change, such the emergence and
decline of prominent users, the consolidation or fragmentation of communities, and the
development of interaction intensity, by depicting time-dependent data as a series of graphs.
Predicting future network architectures or simulating the propagation of information or
actions under diverse situations are both made possible by dynamic graph models. The

effectiveness of outreach methods relies on knowing how messages move across social
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networks; this knowledge is especially crucial in public health communication, political
campaigns, and marketing.

Graph theory's mathematical modeling of social networks also permits quantitative
examination of network dimension, route lengths, and density. As a measure of the
community's degree of closeness, network density counts the number of actual connections
relative to the total number of potential ones. The network's diameter reveals the furthest
shortest route between any two users, indicating the greatest possible distance between them.
Conversely, the average route length provides insight into the network's information
transmission efficiency. Many real-world social networks exhibit "small-world" features and
"scale-free" structures, according to studies. The former describes a network where most
people are linked over remarkably short connections, while the latter describes a network
where a few highly connected hubs dominate. Cybersecurity, information control, and rumor
management are all affected by the fact that social networks are secure against random node
failures yet susceptible to targeted assaults on core nodes due to these characteristics.

Advice systems, influencer attribution, fraud detection, and behavior prediction are just a few
of the real-world sectors that benefit from graph-theory social network modeling. By
examining the similarities and connectedness of users, graph-based algorithms in e-
commerce and entertainment platforms suggest friends, items, or content. By looking for
unusual patterns of connections, graph models may reveal coordinated disinformation
operations or bogus accounts in the field of cybersecurity. Theoretical frameworks in
sociology pertaining to social capital, group dynamics, and the spread of new ideas may be
supported by these findings. By connecting theoretical ideas in mathematics with practical
applications in human relationships, graph theory provides valuable insights from previously
unstructured social data.

There are some intriguing scalability and data privacy concerns that arise from the growing
usage of graph-based algorithms to study online social networks. Modern social networks
include billions of connections and millions of participants, necessitating sophisticated
computational methods for effective analysis. To manage datasets on a grand scale, methods
including distributed computing, sampling, and graph partitioning are used. Studying social
interactions often includes sensitive user data, which raises important ethical concerns. A key
challenge in current social network research is finding a balance between the requirement to

extract information and preserve anonymity. For this reason, network analysis frameworks
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are beginning to include anonymization and differential privacy mechanisms to guarantee the

ethical and responsible use of data.

II. REVIEW OF LITERATURE

Permata Dewi, Shinta et al., (2024) Graph theory is a branch of mathematics concerned with
the study of relationships between nodes and edges. Graph theory is used in social network
analysis to describe and evaluate social structures by means of representations of persons and
their interactions in graph form. This kind of study may benefit greatly from the data made
available by social networking sites like LinkedIn, Facebook, and Twitter, where persons are
shown as nodes and the relationships between them, such as friends, followers, and
connections, as edges. Finding communities, gauging centrality, detecting impact, and
assessing information dispersion are all aspects of social network analysis that make use of
graph theory. In this article, we'll look at how social network analysis has expanded graph
theory. Following that, we will go over one way this idea is put into practice in a specific
Facebook function. This graph theory makes it simpler to describe and evaluate connections
in social networks. Understanding social dynamics, spotting patterns, and creating better
advertising and marketing tactics are all aided by applying graph theory to social media
platforms. In disciplines as diverse as sociology, marketing, security, and technological
development, graph theory offers a potent analytical tool for delving into and comprehending
the intricate web of social connections in massive and ever-changing networks.
Goledzinowski, Wojciech & Blocki, Wiadystaw. (2024) an influential multidisciplinary area,
social network analysis (SNA) studies the interconnections between people, organizations,
and communities at large. An introduction to SNA is given in this article, which discusses its
origins in graph theory and its many uses in domains including sociology, computer science,
business, and epidemiology, among others. This article seeks to show that SNA is important
for understanding social structures, information dissemination, impact dynamics, and
collective behavior by looking at its theoretical underpinnings and its practical applications.
Also covered are data collecting, network visualization, and network metrics, as well as the
methodology and instruments utilized in SNA research. By thoroughly examining SNA
methods and their practical uses, this article adds to the existing body of knowledge in social

network analysis and promotes more investigation into this dynamic area.
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Gupta, Umesh. (2022) One of the most useful components of every social network is the
mobile app that users have on their phones; this app is the social media's most essential
accessory. Every mobile phone user is like a node in a network; they're all linked together.
Nodes are the people involved in the media who attempt to connect with one another. In
many cases, very intricate graph-based structures are the end outcome. A wide variety of
lines may connect nodes. Social capital, or the value that a person may obtain from social
media, can also be measured via the usage of social media. The mathematical basis for social
media's significance is investigated in this paper. Researchers will be able to use this study as
a guide to enhance their social media strategy.

Goldenberg, Dmitri. (2019) the use of graph theory and networks to the study of social
structures is known as social network analysis. It brings together several ideas that try to
explain the patterns and dynamics seen in social networks with different methods for
studying their structure. It sprang out of social psychology, statistics, and graph theory, but is
intrinsically multidisciplinary. A brief overview of graph theory and the dissemination of
information will precede the discussion of social network analysis theory. Afterwards, we
will build and infer social networks using actual Pandas and textual datasets, after which we
will go into Python code using NetworkX to have a deeper grasp of the network layers.
Lastly, we will review code examples of real-world applications, including matplotlib
visualization, social-centrality analysis, and influence maximization for the dissemination of

information.

III. METHODOLOGY

We started by gathering information from a random sample of 10 pupils. Here, we want to
simplify huge data sets so that we can see the interplay between friends, groups, post creation
and reaction, messaging, etc.

We drew that network after we collected data so we could see the connections better.

Figure 1 shows that this has used three distinct kinds of nodes and four distinct kinds of links
as edges. We used users, posts, and groups as nodes. We considered messaging, group
membership, reactions to postings, and friendship as connections. The fundamental concept is
to display Facebook activity using a graph model. We surveyed 221 college students to get a
real-world data collection from which to build our Facebook network. We depict our

Facebook model as a network with 698 edges and 221 nodes based on our data set.
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Figure 2: Visualization of the Facebook Friendship Network
The open-source network analysis and visualization tool Gephi was used to build the
Facebook model. Metric, network structure, temporal, random walks, and graphical content

were the main tools we utilized to evaluate our Facebook network model (Fig. 3).
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Figure 3: Graph-Based Taxonomy of Social Network Analysis

IV. RESULTS

The most crucial aspect of a network may be revealed by its measurements. We covered
metrics like transitivity, centrality, density, and homophily in our discussion of network
topology. These metrics quantify the degree to which nodes in a network are likely to have
connections to one another, the degree to which the network is nearly complete, the network's
most influential characteristic, and the tendency for nodes to cluster together.

The centrality of a network indicates which node has the most sway and importance inside it.
Degree, betweenness, and closeness centrality are the three primary components of centrality.
Betweenness A node is considered central if and only if it appears on the shortest route
connecting all other nodes. Some nodes in the network may stand in for other nodes in the
network if their betweenness centrality is high. The betweenness centrality may be
determined by plugging the values of ast (the number of pathways going through node v)

and o(t) (the total number of shortest distances from node s to t) into the following equation:
o5t (V)
Cp(v) = ——
Ost (1)
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Centrality of Closeness measures the degree to which one node is next to every other node in
the whole network. In practice, a high closeness centrality value indicates that the
relationships between nodes in the network are very tight. The importance of proximity The
equation (a, w) may be used to compute Ox, where b and w are the observed distances

between the nodes. G represents the collection of all graph vertices.

1
o3,
x WEG d(vi W) (2)

The propensity for the nodes to form clusters is quantified by transitivity. A high transitivity
value indicates that the network is composed of highly-connected nodes that form
communities. A node's clustering coefficient shows the degree to which it is enmeshed in its
immediate vicinity. "Empty space" between a person's network connections is what a
structural hole is all about. In other words, there is little to no interaction between these
connections.

The mean distance between any two network nodes is called the average route length. Where
(i,) is the length of the shortest route (or geodesic) between nodes i and b (or the distance

between i and b), the following equation may be used to compute the average path length.

Ziaj I(l,])
n(n—l)/2

Average path length =
3)

Stochastic Approach for Link Structure Analysis (SALSA), Hyperlink-Induced Topic Search
(HITS), and page rank are all covered in the context of random walk. In a graph, the
PageRank algorithm takes into account the number of incoming connections and the
relevance of the respective source nodes to determine the importance of each node. Each
website gets a numerical ranking from the PageRank algorithm that takes into account the
number and quality of links leading to it. Based on the assumptions made by HITS
(Hyperlink-Induced Topic Search), which calculates two distinct values for every node. First,
the Hub value evaluates the strength of the connections between nodes, and second, the
Authority value assesses the value of the information contained at the node. Partition the
whole graph into distinct clusters according to the connections' neighbors in modularity.

Figure 4 displays the data's modularity.
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Figure 5: Network Degree Distribution

V. DISCUSSION
We find a graph density of 0.029 in our model. As a percentage of the whole graph, it is very

low. With this figure, it's safe to say that the network users aren't extremely familiar with one
another.
In Figure 6, we can see that User ID 3 has a betweenness centrality of 2661.3641.

Consequently, there are a lot more persons in the network represented by User ID 3. Figure 8
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show that the minimal closeness centrality for user ID 75 is 0.2353. This indicates that,
relative to the rest of the network, user ID 75 is quite far from other nodes. There is a
maximum closeness centrality of 0.4297 for user ID 3. This indicates that user ID 3 is in
close proximity to every single node in the network. Thus, it may be concluded that user ID 3

has the greatest capacity for autonomous communication.

Count

Value

Figure 6: Distribution of Betweenness Centrality Across Node
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Figure 7: Distribution of Clustering Coefficients Across Node
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Figure 8: Distribution of Closeness Centrality Across Nodes
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Figure 7 displays the very low average clustering coefficient value of 0.301 based on this data
set. The typical range for clustering coefficient values is 0 to 1. In a completely linked
neighborhood, the clustering coefficient equals 1. Almost no one here knows each other.
Based on our data set, User ID 90 is very authoritative and serves as the hub. Therefore, User
ID 90 has the most significant and useful Facebook buddies and connections. Only one
person has more friends than everyone else, based on the degree distribution. We can
determine who has the most connections in this area by analyzing the dataset. To put it
another way, the user with ID 3 has 24 friends. As shown in Figure 6, the mean degree
distribution is 6.317%.

Each of our pals has an eccentricity level of 4, 5, or 6, as seen in the distribution. The average
eccentricity level among these individuals is 5, meaning that the furthest user from the
majority of them is located five connections away. The smallest eccentricity among a graph's
vertices determines its radius, whereas the largest eccentricity among them determines its

diameter. The radius is 4 and the diameter is 6 in this case.

VI. CONCLUSION

A thorough comprehension of how digital linkages and human interactions may be
mathematically represented and evaluated is offered in the research on social network
modeling and analysis using graph theory. It proves that graph theory is a strong foundation
for understanding online social structures and discovering hidden communication, influence,
and connection patterns. The method enables a dispassionate analysis of group or individual
behavior inside online communities by depicting members as nodes and their interactions as
edges. Community structures, clustering patterns, and centrality measurements all provide
light on how information moves, who has an impact, and how groups are formed. In addition
to improving prediction capacities for understanding network growth and user behavior,
graph theory simplifies the depiction of social links, as emphasized in the conclusion. Many
fields find it valuable, including as sociology, cyber security, and marketing, where studying
relationships and how information spreads is essential. In order to safeguard user privacy
while obtaining valuable insights, the ever-changing social media landscape need scalable
analytical methodologies and ethical data management practices. As a result, there is a
distinct road forward for social network research that involves combining graph theory with
sophisticated computer models; this will help us comprehend how human society is linked in

the digital age.
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