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ABSTRACT: A method by which the process of biometric verification is performed in computerized manner
becomes famous in the form of Iris recognition. In this, method of recognizing mathematical structure is used on
video pictures of either one or in some cases both of the irises of an individual's eyes. The complicated and irregular
structure is very special. Not to be confused with other, less prevalent, ocular-based biometric technologies such as
retina scanning, video camera in the company of delicate night vision image converter device is used for the purpose
of capturing highly accurate image. These images are full of information which are related to the internal pattern of
eyes iris and which can be capture from some distance externally. With the help of arithmetical and algebraic
method computerized model is encrypted out of this structure. It gives the permission of identification of an
individual or someone pretending to be that individual. With the help of matching machines records of already
registered structure are determined with a very good speed. It measured millions of sample in one second per

(single-core) CPU. The most important point is that probabilities of false matching are very less.

I. IRISRECOGNITION SYSTEMS

As soon as, a photograph is capture, the process of
iris scanning is start. This photograph is captured
through a professional camera from a distance which
is less than three feet. Normally, the picture captured
through this camera is very similar to the desired
object. In this camera night vision image converter
device is used for the purpose of capturing highly
accurate image. It is a process which is normally
complete in one to two seconds. Several hundred
millions of persons in several countries around the
universe are already having been registered inside the
system of iris recognition. This technique has been
used passport-free automated border-crossings, and
some national ID systems for the purpose of
comfortable identification. In addition to benefits like
accuracy and speed, other important benefits are
provided by the consistency of the iris organ. It is an
internal and secure part of our body which can be
seen from some distance.
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Figure: 1 Human eye

1. IRIS AS APOWERFUL IDENTIFIER

Iris exists in form of latest method which is used for
the purpose of biometric verification. Iris becomes
famous in the form of active organ. It is a quality
which is always remains with you and possibilities of
theft and duplicates are null. Iris of an eye exists in
the form of quality which is completely unmatched.
Chances of two similar irises are one in ten to
seventy eighth power of population. The overall
population of the entire universe is near about five
point eight billion. Iris of even twins is not similar. It
means no two irises are identical in details. The other
most important point is that the irises of even two
eyes of an individual are different in some aspects.
The structure of all iris are fully developed and
special which does not change over the entire period
of human life. Due to the presence of this full
developed structure chance of duplicity are nil.

I11. IRIS CHARACTERISTICS

Iris qualities due to which its uses are recommend in
highly  confidential  verification systems are
following:

1. It has over four hundred identification
characteristics and its pattern is full of information.

2. Generally, Iris of two eyes is always different.

3. Its pattern does not change with time.
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4. Its internal insulation and safety capabilities which
is protected from outer conditions.

5. It cannot be modified through operations because
the chances of blindness are increases.

6. Its physiological response to light, that offers a
natural testing in opposition to duplicity.

7. The comfort ability of enrolling its picture
externally creates a organ in the absence physical
contact. Unobtrusively and perhaps inconspicuously
8. It intrinsic polar geometry which imparts a natural
co-ordinate system and an origin of co-ordinates.

9. The high levels of randomness in it pattern inter
subject variability spanning 244 degrees of freedom -
and an entropy of 32 bits square million of iris tissue.

Iris recognition becomes a technique of biometric
verification. Depending upon the standard of picture
quality it is used structural verification technology.
This method of verification becomes famous in the
form of highly outstanding biometric technique
because in comparison to other qualities which are
used for the purpose of verification, an arrangement
of iris is highly consistent and authentic. It becomes
possible to capture iris pictures of human’s eyes in
the absence of limitations like frontal picture
acquisition and unigue illumination conditions. In all
the phases of iris verification Daugman’s and Wildes’
systems are used. There are the oldest and highly
recommend in the process of identification.

In Daugman’s method a structure is formed by the
two circles whether they are concentrated or not.
With the help of three variables (x0, y0, r) all the
circles are specified in such a way that (x0, y0) will
identify circle center in the company of radius r. For
estimating the values of three parameters for each
circular boundary integral-differential function is
applied and the whole image is searched in relation to
the increment of radius r. In Wildes’ system, gradient
based Hough transform are already implemented for
localizing the spherical limits of two irises. Such
types of system work in different phases. In the initial
phase with the help of Gaussian filter a binary map is
developed out of picture limits.

In the separation phase of this submitted method. A
group of one dimensional signal is retrieved out of
iris picture. For this purpose, strength of brightness is
used over group of round shape concentrated pupil.
For its localization, methods of boundary
identification are used. For the determination of iris
center, iris pictures are designed in upright and
smooth form. This method was already used for the
purpose of eyebrow separation and for the removal of
image brightness. Depending upon Gaussian design
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which is obtained out of small data groups, submitted
method determines how efficiently this system is
used on those data groups whose size is very huge
system on a bigger set of data on the basis of
obtained from a smaller set of data In addition to this,
the system of iris verification which is submitted here
becomes applicable in support of those iris pictures
which are captured from front view and in which
front view is absent.

In some situations, iris pictures which are captured
from front view are not available for a specified
person. Such type of problem are handled by this
system either by increasing Hamming distance in the
middle of two specified pictures or by reducing
Daugman’s integration differential function. After
that, the picture is converted in to be frontal form. A
method which is almost identical to Daugman’s
method is proposed for the very first time. The basic
intention behind the invention of this method is the
determination of obstruction which is imposed by
eyelash on a completely close up picture. In the
surrounding of three dimensions, this method
searches in support of three variables as with (X, y) in
center and radius of z.

Top most qualities of iris recognition

Iris is thin organ which is present inside the eye.

The arrangement of Iris does not change when a
person crosses the age of two and with age it qualities
does not reduced or with the environment.

In comparisons to other biometric arrangements, Iris
is arranged in a very complicated way.

IV. TYPICAL IRIS RECOGNITION
SYSTEM

Following figure is showing the typical iris
recognition system along with its components.

Typical iris system configuration
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Figure: 2 Typical iris systems
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V. IRIS RECOGNITION
IMPLEMENTATION

Step 1: Possession of iris picture of : For this either a
latest picture of eye is captured through computerized
camera or in some cases scanned form of an already
available picture is used.

-

Figure:3 Iris image

Step2(1): Ahead of comparison the size of the
picture is reduced by us.

Figure: 4 cropped image

For reducing picture dimension various type of
computer software are used.

Figure: 5 cropping process

Step 2(Il): As soon as the above step complete,
boundaries of eye is identified with the help of canny
algorithm.
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Figure: 6 edge detection in iris

Step 3

Save this picture in the form of matrix in i
>>j=imread('eyel.jpg’)

Step 4

Use canny in the favor of i matrix and save inside ii
>> ji=canny(i,1,1,1)

Step 5

Develop histogram with the help of surf command
>>surf(ii)
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Figure: 7 histogram

Step 6: In a similar manner, it becomes possible for
us to capture an image, reduce its dimension and save
it inside a different matrix.
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Before crop
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After Crop
Figure: 8 before and after crop

Step 7: Now identify the boundaries of cropped eye

Figure: 9 cropping of iris image in case 2
Step 8: Take the histogram out of edge based iris
matrix and made a comparison between histogram
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Figure: 10 histogram comparison in both cases

VI. APPLICATIONS

This is a process in which a human is recognized and
certified on the basis of his Iris and gets lot of
attraction in almost all the fields. Its demand can be
limited only in dreams. It is significantly required in
following areas.

ATM and iris recognition: In the ATM of many
American bank technology of iris recognition is
installed. The basic intention behind this is to manage
the access of bank accounts. As soon as, the thirty
second registration process complete, the account
holder move in the direction of machine, after
following some general instruction he is identified in
just two to four seconds. The basic intention to
behind that it is provide quick and safe transaction.
Tracking Prisoner Movement-: Iris recognitions
technology is provide the high level of accuracy and
high risk security. Iris scan has implemented their
devices with great success in prisons in Pennsylvania
and Florida. By this any prison transfer or release his
authorized through biometric identification. Such
devices greatly ease logistical and staffing problems.
Applications of this type are well suited to iris
recognition technology. First, being fairly large, iris
recognition physical security devices are easily
integrated into the mountable, sturdy apparatuses
needed or access control, the technology phenomenal
accuracy can be relied upon to prevent unauthorized
release or transfer and to identify repeat offenders re-
entering prison under a different identity. Computer
login: The iris as a living password.
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National Border Controls: Telephone call charging
without cash cards or PIN numbers, without Ticket
travel. Premises access control (home, office,
laboratory etc.) Driving licenses authentication and
other personal certificates ‘authentications, birth
certificates, tracking of missing or wanted person,
Credit-card authentication. Automobile recognitions
and unlocking, anti-theft devices. Anti-terrorism
(e.g.: suspect Screening airports) Secure financial
transaction (e-commerce, banking).Internet security,
Control to access the privileged key Cryptography for
encrypting/decrypting messages.

VII. IRIS RECOGNITION CHALLENGES

Concerns in relation to each biometric technique are
different. At the time of revaluation in case of each
test results, testing surrounding and its rules should
be kept in mind. Pictures captured in perfect
situations are dedicatedly tested out inside the
laboratory. Actually its effectiveness in the expected
demand of physical world is not equal because
people do not have sufficient knowledge. Therefore,
candidates could not register themselves in an
appropriate manner. Specifically, some issues are
observed by us who make a huge impact on
usefulness and feasibility of this technology come
into existence.

VIIl. FUTURE SCOPE

The future of this process, in comparison to biometric
verification method is highly protected and it may be
useful to enhance secure transaction in banks and
other financial organization. However there are many
challenges in frequent utilization of such type of
methods. New technologies are invented with an each
passing day. It is assumed that due to the invention of
new technology, this method of verification can be
easily implemented. The substantial connection in the
middle of information security is accepted by private
and government organization environments, At
present we observed new perspective of security
problems like inventory management, sophisticated
control over resources and a phenomenon called
"cooptation" in which companies that compete in
some areas, cooperate in others. For maintaining
these connection information security requires the
design and implementation of safety system. It
becomes a very important parameter in the selection
of biometric technology. Managing a proper
connection now becomes a very difficult work. It
happens because information technology and
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transmission becomes radio. As a result, of
management of identity become a strong
requirement. Iris ID sees iris technology as a natural
"fit" for in the physical, info sec, and wireless arenas.
We envision a day when iris recognition technology
will be deployed in ways that eliminate fraud,
provide non-repudiation of sales, authenticate funds
transfers, provide signature verification, credit card
authorization, and authorized access to healthcare
records, intellectual property, and so much more.
This growing need, as well as Iris ID competence in
iris technology, coupled with core interests in IT and
wireless, provide the impetus for design efforts for
the future and make Iris ID the one to watch for new
developments in identity management for tomorrow
and beyond.
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