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ABSTRACT 

Altering the model underlying information and computation from a classical mechanical to a quantum 

mechanical gives faster algorithms. The architecture scalability afforded by recent proposals of a large-scale 

photonic-based quantum computer allows us to move on to a discussion of massively scaled Quantum 

Information Processing (QIP). Some of the proposed activities call for a dialogue between the quantum 

computing (QC) community and high-performance computing (HPC) community. In this paper, we consider the 

quantum analogue of High Performance Computing (HPC), in which a dedicated server farm is used by several 

users to run algorithms and share quantum data. HPC has increasingly contributed to diverse scientific fields, 

ranging from materials science to biology and biomedicine, including genomics and neuroscience.   

Keywords: Quantum computing, High Performance Computing, secure computing, topological 

clusters 

I. INTRODUCTION 

The computer technology has evolved from gears to relays to valves to transistors to integrated circuits and so 

on. Due to the presence of advanced lithographic techniques, one can compress fraction of large micron login 

gates and wires onto the surface of silicon chips which results into even smaller parts and assured to reach a 

stage where logic gates are so little that are made out of only handful of atoms. The rules of quantum mechanics 

are obeyed by the matter at atomic scale and such rule varies from the classical rules which determine the 

various properties of ordinary logic gates. So, new quantum technology must supplement present technology in 

order to have smaller computers in the future. Based on quantum principles, quantum computers can support 

completely new type of computation with qualitatively new algorithms.  

A quantum computer makes straight use of quantum mechanical phenomena such as superposition and 

entanglement, (it is the ability for pairs particles to interact over any distance) for carrying out operations on 

data. Both quantum and digital computers vary from each other. The basic idea behind digital computers is the 

use of transistors in them which needs data to be encoded in form of binary digits (bits) while in quantum 

computation to represent data and to perform operations on such data quantum properties are used. It is expected 

that in the coming 8 years that is in around 2025, transistors and chips will be no longer present in computers. 

When we think of computers first thing that comes to our mind is the common classical silicon computer (digital 

computer). Every one of us thinks that these are the fastest. But, quantum computes are faster than classical 

ones. Quantum computers are a next general of classical computers according to scientists. The technology used 

in quantum computers is very much different from classical ones. Quantum computer uses bits of quantum 

(qubits) for operation. The nature of Qubit is quaternary. The laws of quantum mechanics are totally different 

from classical mechanics. The main difference between bit and qubit is that qubit can not only exist in 0 or 1 
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logical values, but also in linear combination of 0 and 1 state due to the phenomenon of principle of 

superposition of quantum mechanics. The superposition state is one in which a qubit can be both 0 and 1 

simultaneously. Eight qubits are combined to form a qubyte  which is similar to a byte of a classical computer 

but qubyte can have all values from 0 to 255 simultaneously unlike a byte which can‟t take all values 

simultaneously due to the lack of presence of superposition principle.  

In classical computers, calculations are performed significantly in the same way as by hand. Consequently, the 

class of problems that can be solved efficiently is the same as the class that can be solved efficiently by hand. 

Here “efficiently”, refers to the idea that the evaluation time doesn‟t grow too quickly with the size of the input. 

While in quantum computers, calculations are done by unitary transformations on the state of quantum bits. 

Combines with the principle of superposition, this creates possibilities that are not available for hand 

calculations. This translates into more efficient algorithms for a.o. factoring, searching and simulation of 

quantum mechanical systems.   First 16- bit  quantum computers were build by IBM Q industry . Along with the 

IBM computer a company known as D-Wave has also been developing their own version of a quantum 

computer which is based on  a process called annealing. 

Since the introduction of quantum information science, a large scale physical device capable of high accuracy 

quantum information processing (QIP) has been a significant and highly desired after goal. While quantum 

information has lead to many remarkable developments in foundational quantum theory, solid state physics, 

quantum atom/optics and optics many researchers, worldwide, are still struggling towards making a large scale, 

quantum computer. 

It has been an intensive area of research for not only physicists but also computer scientists, mathematicians and 

network analysts regarding the issue of computational scalability for QIP and in the last decade there have been 

many proposals for scalable quantum devices for a variety of quantum architectures[1]-[9]. In designing a large 

scale quantum computer the complexity involved is immense and research in this field must include complex 

ideas in experimental and theoretical physics, quantum error correction, network design, information theory and 

quantum algorithms. It has been difficult to execute theoretically scalable ideas in quantum information theory, 

error correction and algorithm design due to the relative beginnings of theoretical and experimental QIP into an 

architectural model where the transition from 1-100 qubits to 1-100 million qubits is conceptually straight-

forward. 

An extremely elegant pathway to realize an exceedingly large QIP system in optics has been introduced by the 

recent theoretical advancements in computational models for QIP. An extremely promising computational 

model for QIP known as Topological cluster state computing has been first introduced by Raussendorf, 

Harrington and Goyal [10]-[12]. Optical realization of quantum computer has been achieved by combining this 

model with chip based photon/photon gates such as the photonic module [13]. For the first time, the conceptual 

scalability of the chip based topological computer allows a grounded discussion on large scale quantum 

information processing, beyond the individual computer. In this paper we consider one step further the 

scalability issue, observing the possible long term applicability of topological cluster state computing with the 

photonic chip and discuss the future aspects of this architectural model of QIP. 

 

 II. HIGH PERFORMANCE QUANTUM COMPUTING (HPQC) 
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In the case of the optical topological computer[5] we can consider the possibility of mainframe computer and 

initiate to consider the quantum analogue of classical high performance computing, namely High Performance 

Quantum Computing (HPQC) in which a big, generic quantum resource is made available to multiple clients to 

perform joint ( or joint) QIP. For various reasons, the topological computer is specially suited to this task. Apart 

from the resource benefits and error correcting of the topological cluster model, the fundamental geometric 

structure of the lattice allows for multi-user computation that would be problematic when using the more 

traditional 2D cluster state techniques [14]. While traditional computers the scalability in QIP is generally 

limited to the issue of making a single, moderately large scale quantum computer which is capable of 

performing significant algorithms for a single user. In traditional 2D cluster state computing, one dimension of 

the cluster signifies stimulated time. Since one dimension of the two is stimulated time, the algorithmic qubits 

arrangement forms an effective Linear Nearest Neighbour (LNN) network. Therefore, if multiple users are 

sharing a common 2D cluster state, the  users could not interact data with each other  oe with a central resource 

core without transferring quantum information through parts of cluster dedicated to other users. 

In topological clusters, first LNN network topology is converted into 2D grid, enabling the partitioning of the 

cluster lattice into resource regions and user regions. We can potentially combine a mainframe model with 

developments in entanglement distribution and quantum communication [15]-[17]. This gives a layer of security 

to the HPQC which would be difficult, if not possible to achieve for multi-user, matter based qubit architectures. 

Here we discuss two possible mainframe models, one where partitions of the mainframe lattice are sent via 

quantum communications channels to individual users and the other where multi-user computation is performed 

locally by the mainframe. We give a basic estimate of the number of photonic chips used for a massive quantum 

server and hence complete the discussion by giving an example of a partition structure for the mainframe lattice 

which satisfies many of the important components for a HPQC. 

The second model we consider here is named as trusted mainframe model. This is the place where individual 

users connect via classically safe data pathways and the mainframe host is trustworthy. Corresponding to the 

desired quantum algorithm, each client logs onto the host and transfers a classical data stream to the host (via 

sequence of photon measurement bases). Then the quantum algorithm is run by the mainframe locally and once 

the computation is done, transmits the resulting classical information back to the user. This model has very 

meaningful benefits. First, all that is required is that each user compiles a quantum algorithm into a suitable 

classical data stream which is sent to the mainframe since each user does not require quantum communication 

channels or any quantum infrastructure locally. During computation, there is no need to transfer any data by the 

host to the user. Internal corrections which arise due to lattice preparation and error correction procedures are 

done within the mainframe. The classical result from the quantum algorithm is the only data which is 

transmitted to the user. In the last, to run the quantum algorithm each user independently logs on to the system, 

the mainframe can be configured to allocate resources dynamically. If the mainframe load is low and one user 

needs a large number of logical qubits, then the host can adjust to assign a larger partition of the complete lattice 

to one individual user. 

For high performance computing, the mainframe/user interaction of this model is similar to classical models. 

The possibility of secure HPQC is due to the fact that we are working with qubits. If sensitive computation is 
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needed, we can integrate the mainframe with high exactness communication channels to do a secure version of 

HPQC in a manner which is not available to classical distributed computing. 

We are able to utilize high accuracy optical communications channels to physically transmit a part of the 3D 

lattice to the client since the topological lattice is prepared by the mainframe is photon based. If we compare 

with the trusted mainframe model, there are some technological disadvantages of this scheme. For faithful 

transmission of entangled photon from mainframe to each client, high fidelity quantum communication channels 

are needed. Secondly, each client must have access to a specific amount of quantum technology, certainly, a set 

of classically controlled, high accurate single photon, detectors and wave- plates. This allows each client to 

perform their own measurement of the photon stream to perform computation locally. 

As the quantum data stream never carries information related to the quantum algorithm being run on the client 

side hence security arises. It is the 3D topological lattice generated by the mainframe when photon stream is 

transmitted to the client, as the state transmitted is universally known, interrogation of the quantum channel is 

unnecessary. No other classical data is ever transmitted to or from the user except the starting eigenvalues of the 

prepared lattice (obtained from the mainframe preparation network), the only classical information and data sent 

between user and mainframe which indicates that an eavesdropper will not be able to know the basis the user 

chooses to measure in or have access to the classical error correction record even if they successfully taps into 

the quantum channel and entangles their own qubits to the cluster. So, without the access to the classical 

information record measurement by the client the ability to extract useful information from the quantum channel 

is impossible. 

In addition to such benefits, the other benefit to the secure model is that the ultimate control of whether the 

portion of the lattice generated by the host remains entangled with the larger global lattice of the mainframe lies 

in the hands of the client. One can simply disentangles photon from the lattice by performing z basis 

measurements on any photon within the cluster. Therefore, when partial segment of the generated lattice to the 

client is transmitted by the mainframe, they simply do z  basis measurements on photons around the edge of 

their partitioned allotment and  neither the host and/or other users sharing the mainframe lattice can interact their 

portion of the lattice with the allotted section of the clients, it is guaranteed. It is generally recommended this 

slicing of the users sub lattice from the mainframe otherwise error correction procedures would need to be 

coordinated with the mainframe and classical data continually exchanged due the ability of the error chains to 

bridge the region between host and user when links remain impaired. 

The option is provided to the users when they completed their task which is they can make their results available 

to the global lattice, either to be shared with other users or to be utilized again. Clients can measure all defect 

qubits and restore their part of the lattice to a defect free state if they do not wish to share the final quantum state 

of their algorithm. Once the quantum algorithm is completed clients can cease to measure the photons on the 

boundary of their allotted lattice if they wish to make available a non- trivial quantum state to the mainframe. 

Once the system is logged off by the client, the quantum state of the defect qubits within this lattice will remain 

(provided to enact identity operations the mainframe automatically continuously measures the sub- lattice). As a 

result, at a further time, it is the decision of the original user to log onto the system again, or another user may 

choose to log on the sliced sub-lattice and continue to change the stored data as they see fit (here the assumption 

is that to allow for significant error protection and hence long term storage, global lattice is of sufficient size). 
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Therefore, to allow different users to interact quantum states, this same methodology can be utilized. It is the 

decision of the two users to perform private, independent, quantum algorithms up to some limited time and then 

interact data ( as done in the previous case). In the end, it is the duty of each user to cease severing the 

connections to the global lattice and then mainframe sends half an encoded Bell state, allowing for the 

implementation of teleportation protocols. 

 

III. CONCLUSION 

In High Performance Quantum Computer a massive 3- dimensional cluster lattice is used as a non- specific 

resource for multiple-user quantum information processing. For the conceptual scaling of a large topological 

cluster mainframe the architectural model of 3D topological clusters in optics is used, well beyond what could 

theoretically be done with other architectures for QIP. An illustration is given in which a possible lattice 

partitioning of the mainframe system. Although these partitions are not optimal but shows some of the most 

important structures that would be needed for multi-user quantum computing. An estimate of the number of 

photonic chips required to construct a mainframe device is calculated with the help of this partition structures. 

Approximately 7.5 billion photonic chips when constructed leads to a remarkably large multi-user quantum 

computer. This sized computer would represent the final goal of QIP research that began in late 1970‟s, 

although this is certainly a difficult task. 
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