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ABSTRACT 

 

The demands on WLANs for functionality and scalability are growing due to the rapid proliferation of new network devices 

and applications. Wired communication networks can provide the connectivity and performance but not mobility. WLAN 

provides the solution for portability with connection of mobility as well as performance. The increased demands for mobility 

and flexibility in our daily life are demands that lead the development from wired LANs to wireless LANs (WLANs). A wireless 

LAN is based on a cellular architecture where the system is subdivided into cells, where each cell (called Base service Set or 

BSS) is controlled by a Base station (called Access point or AP). This paper considers the problem of providing gbps user 

data-rate in indoor environments. To upgrade the data rate of WLANs, the IEEE presented the IEEE 802.11g standard for 

providing higher data rates up to 54 Mbps at the 2.4 GHz frequency band. In this paper, performance of IEEE 802.11g 

standard is described with respect to WLANs. 
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I INTRODUCTION 

 

As the deployment of Wireless LAN increase well around the globe, it is increasingly important for us to understand different 

technologies and select the most appropriate one. WLAN systems are a technology that can provide very high data rate 

applications and individual links (e.g. in company campus areas, conference centers, airports and in libraries) and represent an 

attractive way of setting up computers networks in environments where cable installation is expensive or not feasible. 

Wireless LANs can be broadly classified into two categories: ad hoc wireless LANs and wireless LANs with infrastructure. 

In ad hoc networks, several wireless nodes join together to establish a peer-to-peer communication. Each client communicates 

directly with the other clients within the network. Ad-hoc model is designed such that only the clients within transmission 

range (within the same cell) of each other can communicate. If a client in an ad-hoc network wishes to communicate outside of 

the cell, a member of the cell must operate as a gateway and perform routing. They typically require no administration. 

Networked nodes share their resource without a central server as shown in Fig 1.. 

In wireless LANs with infrastructure, there is a high-speed wired or wireless backbone. Wireless nodes access the wired 

backbone through access points. These access points allow the wireless node to share the available network resources 

efficiently. Prior to communicating data, wireless clients and access points must establish a relationship, or an association. 

Only after an association is established can the two wireless stations exchange data. 
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II WLAN 

 
A WLAN provides wireless network communication over short distance using radio or infrared signals instead of traditional 

network cabling. It is common for most users today to not only have a primary computing device but also at least one other 

smart device. Wireless operators have worked hard to accommodate the increased demand for data services over wireless 

networks as shown in fig.2   

 

 

                                                    
Fig.1 ad hoc wireless LANs                            Fig.2 wireless LANs with infrastructure 

 

 

They have been forced to consider alternative offload strategies, including wirelessly connecting electronic devices (Wi-Fi). 

Unfortunately, the majority of smart phones being introduced into the marketplace only support Wi-Fi at 2.4 Gigahertz (GHz), 

which is rapidly increasing pressure on Wi-Fi designers and administrators to design products for the smallest segment of 

bandwidth available. Understanding the throughput requirements for this application and for other activities that will take place 

on the network will provide the designer with a per-user bandwidth goal. Multiplying this number by the number of expected 

connections yields the aggregate bandwidth that will be required.  

 

III WLAN STANDARDS 

 

Some WLAN standards which we used in our research are: 

a) IEEE 802.11 

1. 802.11a 

2. 802.11b 

3. 802.11g     

     b) HiperLAN1/2 

     c) Bluetooth 

3.1. IEEE 802.11 

 

This initial standard specifies a 2.4 GHz operating frequency with data rates of 1 and 2 Mbps. With this standard, one could 

choose to use either frequency hopping or direct sequence (two non compatible forms of spread spectrum modulation). In late 

1999, the IEEE published two supplements to the initial 802.11 standard: 802.11a and 802.11b (Wi-Fi). The 802.11 working 

group is currently extend data rates in 2.4 GHz band to 54 Mbps using OFDM (orthogonal frequency division multiplexing), 

which is the 802.11g standard. 
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3.1.1 802.11a 

 

This is a physical layer standard in the 5 GHz radio band. It specifies eight available radio channels (in some countries, 12 

channels are permitted). The maximum link rate is 54 Mbps per channel; maximum actual user data throughput is 

approximately half of that, and the throughput shared by all users of the same radio channel. The data rate decreases as the 

distance between the user and the radio access point increases. The 802.11a standard (High Speed Physical Layer in the 5 GHz 

Band) specifies operation in the 5 GHz band with data rates up to 54 Mbps. The advantages of this standard (compared to 

802.11b, Higher Speed Physical Layer Extension in the 2.4 GHz Band) include having much higher capacity and less RF (radio 

frequency0 interference with other types of devices (e.g. Bluetooth), and products are just now becoming available throughout 

2002. 

 

3.1.2 802.11b 

 

This is a physical layer standard in the 2.4 GHz radio band. It specifies three available radio channels. Maximum link rate is 11 

Mbps per channel, but maximum user throughput will be approximately half of this because the throughput is shared by all 

users of the same radio channel. The data rate decreases as the distance between the user and the radio access point increase. 

One of more significant disadvantage of 802.11b is that the frequency band is crowded, and subject to interference from other 

networking technologies, microwaves ovens, 2.4 GHz cordless phones ( a huge market), and Bluetooth (Wireless standards Up 

in the Air). There are drawbacks to 802.11b, including lack of interoperability with voice devices, and no QoS provision for 

multimedia content. Interference and other limitation aside, 802.11b is the clear leader in business and institutional wireless 

networking and is gaining share for home applications as well. 

 

3.1.3 802.11g 

 

Defines an additional modulation technique for 2.4 GHz band intended to provide speeds up to 54 Mbps. The different 

frequencies mean that 802.11a products aren’t interoperable with the 802.11b base. To get around this, the IEEE developed 

802.11g, which should extend the speed and range of 802.11b so that it’s fully compatible with the older systems. The 

standards operates entirely in the 2.4 GHz frequency, but uses a minimum of two modes 9both mandatory) with two optional 

modes (Wireless Standards Up in the Air). The obvious advantage of 802.11g is that it maintains compatibility with 802.11b 

(and 802.11b’s worldwide acceptance) and also offers faster data rates comparable with 802.11a. The number of channels 

available, however, is not increased, since channels are a function of bandwidth, not radio signal modulation. 

 

3.2.  HiperLAN1/2 
 

European Telecommunication Standards Institute, ETSI, ratified in 1996 with High Performance Radio LAN (HiperLAN1) 

standard to provide high speed communications (20 Mbps) between portable devices in the 5 GHz range. Similarly to IEEE 

802.11, HiperLAN1 adopts carrier sense multiple access protocol to connect end user devices together. Later, ETSI, rolled out 

in June 2000, a flexible Radio LAN standard called HiperLAN2, designed to provide high speed access (up to 54 Mbps at PHY 

layer) to a variety of networks including 3G mobile core networks, ATM networks and IP based networks, and also for private 
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use as a wireless LAN system HiperLAN2 has a very high transmission rate up to 54 Mbps. This is achieved by making use of 

Orthogonal Frequency Digital Multiplexing (OFDM). 

 

3.3. Bluetooth 

 

Bluetooth is an industry specification for short-range RF-based connectivity for portable personal devices with its functional 

specification released out in 1999 by Bluetooth Special Interest Group. Bluetooth communicates on a frequency 2.45 GHz, 

which has been set aside by international agreement for the use of industrial, scientific and medical devices (ISM). One of the 

ways Bluetooth devices should avoid interfering with other systems is by sending out very weak signals of 1 milliwatt. The low 

power limits the range of a Bluetooth device to about 10 meters, cutting the chances of interference between a computer system 

and a portable telephone or television. 

     

 
Fig.3 Bluetooth Technology 

IV BASICS 

 

4.1 Throughput versus data rate 

 

The data rate of a signal is based on the time it takes to send information and overhead data bits when transmitting. Therefore, 

the aggregate data rate (throughput) is actually much lower because of delays between transmissions. Data rate mostly affects 

the delay performance of a WLAN. The higher the data rate, the lower the delay when sending data rates can increase the 

capability to support a larger number of users. Actual throughput is much better indicator of the performance of a WLAN 

because it provides an indication of the time it takes to send information. Throughput is the flow of information over time. The 

throughput is always less than the data rate. Throughput, however, provides a more accurate representation of the delays that 

users experience because they are concerned with how fast information is sent, not 802.11 frames. It is possible to have a very 

high 802.11 data rate and still have throughput that is relatively low. 

4.2 Data Rate settings 
 

If you need to deploy a high-performance WLAN, consider configuring data rate settings to higher fixed values. This forces 

operation at a higher specific data rate and avoids transmissions at lower data rates, which would negatively impact overall 

performance. Just keep in mind, however, that using higher data rate settings will significantly reduce range. As a result, you 

must configure the data rate settings in client radios (which might not be feasible) to realize benefits of using higher fixed data 

rate settings to improve performance. 
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4.3 Signal Coverage 

 

As the basis for providing good performance, it is important to have adequate signal coverage throughout the required coverage 

areas. In areas that have weak signal coverage, the signal level and corresponding SNR will be relatively low. The 802.11 

radios might still be able to decode the signals and successfully communicate, but the data rate may be fairly low. 

 

4.4  Bandwidth Control Mechanisms 
 

To provide consistent performance for all users, it might be necessary to implement bandwidth control mechanisms, which 

divides the total capacity of the network into smaller sizes made available to each user. For example as shown in Figure 11-13 

(case without bandwidth control), a signal user (client device A) may download a very large file that requires a few minutes (or 

even hours), consuming nearly all the capacity of the network. As a result other users, such as client B and C may have very 

little if no throughput. This uncontrolled use of the network can aggravate users and significantly reduce the effectiveness of 

the network. A solution to this is to use bandwidth control and configure the access points (or other applicable components) to 

provide each user a throughput limit, such as 250 Kbps each. This level of performance based on the total users and utilization 

of the network, forces user to share total capacity of the WLAN in a manner that ensures sufficient performance for everyone. 

V ISSUES OVER WIRELESS LAN 

 

Since wireless devices need to be small and wireless networks are bandwidths limited, some of the key challenges in wireless 

networks are: 

a) Data Rate Enhancements. 

b) Low Power networking 

c) Security 

d) Radio Signal Interference 

5.1 Enhancing Data Rate 
 

Improving the current data rates to support future high speed applications is essential, especially, if multimedia services are to 

be provided a function of various factors such as the data compression algorithm, interference mitigation through 

error-resilient coding, power control, and the data transfer protocol. Therefore, it is imperative that manufacturers implement a 

well thought out design that considers these factors in order to achieve higher data rates. 

5.2  Low Power Design 
 

 The size and battery power limitation of wireless mobile devices place a limit on the range and throughput that can be 

supported by a wireless LAN. The complexity and hence the power consumption of wireless devices vary significantly 

depending on the kind of spectrum technology being used to implement the wireless LAN. Normally, direct sequence spread 

spectrum (DSSS) based implementations require large and power-hungry hardware compared to frequency hopped spread 

spectrum (FHSS).  
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5.3 Security 

Mobility of users increases the security concerns in a wireless network. Current wireless networks employ authentication and 

data encryption techniques on the air interface to provide security to its users. The IEEE 802.11 standard describes wired 

equivalent privacy (WEP) that defines a method to authenticate users and encrypt data between the PC card and the wireless 

LAN access point. In large enterprises, an IP network level security solution could ensure that the corporate network and 

proprietary data are safe. Virtual private network (VPN) is an option to make access to fixed network reliable. Since hackers 

are getting smarter, it is imperative that wireless security features must be updated constantly. 

5.4 Radio Signal Interference 

Interference can take on an inward or outward direction. A radio-based LAN, for example, can experience inward interference 

either from the harmonics of transmitting systems or from other products using similar radio frequencies in the local area. 

Microwave ovens operate in the S band (2.4 GHz) that many wireless LANs use to transmit and receive. These signals result in 

delays to the user by either blocking transmissions from stations on the LAN or causing bit errors to occur in data being sent. 

Newer products that utilize Bluetooth radio technology also operate in the 2.4 GHz band and can cause interference with 

wireless LANs, especially in fringe areas not well covered by a particular wireless LAN access point.  

VI APPLICATIONS 

When computers were first built, only large universities and corporations could afford them. Today we may find 3 or 4 

personal computers in our neighbour’s house. Wireless LANs have taken a similar path, first used by large enterprises, and 

now available to us all at affordable prices. As a technology, wirelesses LANs have enjoyed a very fast adoption rate due to the 

many advantages they offer to a variety of situations. 

 

6.1 Access Role 

 

Wireless LANs are deployed in an access layer role, meaning that they are used as an entry point into a wired network. In the 

past, access has been defined as dial-up, ADSL, cable, cellular, Ethernet, Token Ring, Frame Relay, ATM etc. as   in Fig. 4 

 

                                                       
  

               Fig.4 Access Role                                                              Fig.5 Network Extension 

  

 

6.2 Network Extension 

 

Wireless networks can serve as an extension to a wired network. There may be cases where extending the network would 

require installing additional cabling that is cost prohibitive. You may discover that hiring cable installers and electricians to 
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build out a new section of office space for the network is going to cost tens of thousands of rupees. Or in the case of a large 

warehouse, the distances may be too great to use category 5 cable for the Ethernet network in Fig 5. 

 

6.3 Building-to-Building Connectivity 
 

In a campus environment, there may be a need to have the network users in each of the different buildings have direct access to 

the same computer network. Using wireless LAN technology, equipment van be installed easily and quickly to allow two or 

more buildings to be part of the same network without the expense of leased lines or the need to dig up the ground between 

buildings. With the proper wireless antennas, any number of buildings can be linked together on the same network. 

Point-to-multipoint links are wireless connections between three or more buildings, typically implemented in a hub-n-spoke 

fashion, where one building is the central focus point of the network. This central building would have the core network, 

internet connectivity, and the server farm as shown in fig. 6 

 

6.4 Mobility 

 

As an access layer solution, wireless LAN can not replace wired LANs in terms of data rates (100BT at 100 Mbps versus IEEE 

802.11a at 54 Mbps). Wireless connectivity has also eliminated the need for such user devices to be connected using wires that 

would otherwise get in the way of the users. Some of the new wireless technologies allow users to roam, or move physically 

from one area of wireless coverage to another without losing connectivity, just as a mobile telephone customer is able to roam 

between cellular coverage areas. In larger organizations, where wireless coverage spans large areas, roaming capability had 

significantly increased the productivity of these organizations, simply because users remain connected to the network away 

from their main workstations as shown in fig. 7 

 

                                                             
                                                                                                             

Fig.6 Building to building Connectivity                                                                              Fig.7 Mobility 

 

 

VII CONCLUSION 

A number of wireless LAN standards discussed above for deployment enlisting of others. This paper will help us in 

understanding the capabilities the WLAN. 802.11a is found to be 3.3 to 4.1 times faster than 802.11b as measured by file 

transfer times in both ad hoc and infrastructure modes. 
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